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GLPI Authentification 

LDAP  

Introduction 

GLPI (Gestion Libre de Parc Informatique) est un outil de gestion des ressources IT qui permet 

notamment l'authentification des utilisateurs via LDAP et l'envoi de notifications par mail. Cette 

documentation explique en détail la configuration de ces fonctionnalités ainsi que les protocoles 

utilisés et leur intérêt. 

 

Configuration de l'authentification LDAP 

dans GLPI 

1.1. Pourquoi utiliser LDAP ? 

 

Le protocole LDAP (Lightweight Directory Access Protocol) permet la centralisation de 

l'authentification des utilisateurs. Son intégration dans GLPI permet : 

 

• Une gestion simplifiée des comptes utilisateurs. 

• Une authentification unique (Single Sign-On). 

• Un contrôle d’accès facilité et sécurisé. 

 

1.2. Protocoles utilisés 

• LDAP (port 389 - non sécurisé) : Utilisé pour interroger et modifier les informations d’un 

annuaire d’entreprise. 

• LDAPS (port 636 - sécurisé) : Variante sécurisée de LDAP utilisant TLS/SSL pour le 

chiffrement des échanges. 
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1.3. Configuration dans GLPI 

1. Accéder à l’interface d’administration de GLPI : 

o Connectez-vous avec un compte administrateur. 

o Allez dans Configuration > Authentification. 

 

 

   

 

2. Ajouter un serveur LDAP : 

• Cliquez sur Ajouter un serveur LDAP. 

• Remplissez les champs suivants : 

o Nom : Nom du serveur LDAP 

o Adresse du serveur : IP ou FQDN du serveur LDAP 

o Port : 389 (LDAP) ou 636 (LDAPS) 

o Base DN : Ex. dc=entreprise,dc=com 

o Compte de liaison : Un utilisateur ayant les droits de lecture dans l’annuaire (ex : 

cn=admin,dc=entreprise,dc=com) 

o Mot de passe : Mot de passe du compte de liaison 
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3. Tester la connexion : 

o Cliquez sur Tester la configuration pour vérifier que la liaison fonctionne. 

 

 

 

 

 

4. Synchronisation des utilisateurs : 

• Dans l’onglet Synchronisation, configurez l'import automatique des utilisateurs. 

• Définissez les champs de correspondance (ex : uid pour le login). 

• Activez la synchronisation pour permettre la récupération automatique des nouveaux 

utilisateurs. 
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